UNEMPLOYMENT AND JOB OFFER SCAMS

Cyber-criminals are eager to take advantage of consumers who are facing losses in income, reductions in savings, seeking financial assistance, and looking for new employment.

False Government & Financial Entities

Nearly 40 million Americans have been thrown out of work due to the COVID-19 pandemic. Criminals are reaching out pretending to be government agencies, banking officials, mortgage and auto lenders offering financial assistance.

Fake government messages are telling people they are approved for money, relief checks, cash grants, and small business administration (SBA) assistance.

ID thieves are using personal information from previous data breaches to create fake accounts on state unemployment sites. Once account is created, benefits are direct deposited elsewhere.

Beware mortgage elimination, foreclosure, student loan, auto, and debt relief solicitations.

Never respond to pre-recorded phone messages. Be careful of emails or texts that promise you anything. These are scams.

Job & Work-at-Home Scams

Do not pay to get a job. You should not have to pay a fee for certification, training, supplies or equipment as a condition for pre-employment.

Ignore or delete job offers that reach you by text or email, especially if unknown and unsolicited. Common scam offers are mystery shopper, home assembly, envelope stuffing, money transfer agent, payment processing, offers where you are asked to make deposits into your personal account.

Use caution with job placement services. Make sure they are legitimate. Research the company, make sure they are hiring. Knowledge is the best defense. Get details in writing. Employers, be aware of fake resumes and applicants.

Remember

Never provide your social security number, date of birth or any banking information without verifying who you are communicating with.

Beware of companies that want to hire you immediately.

Never deposit suspicious or unexpected checks into your account. Even if fraud, you are likely responsible for repaying bank.

Do not pay to get a job.

Never wire funds or write checks to strangers.

Go straight to source for government entities: IRS.gov, FTC.gov, SBA.gov, Colorado.gov.

Log on and create profile on Colorado unemployment site immediately if laid off to prevent scammers from doing so.

Filing for unemployment benefits is free.

"If an offer sounds too good to be true, it probably is!"